HDRN Canada 
Plain Language Health Data Glossary
July, 2025 

Table of Contents
Introduction	3
Plain Language Health Data Glossary	3
Administrative Data (or Routinely Collected Data)	3
Anonymized Data	3
Data Ownership (“My Data”)	4
Data Privacy	4
Data Stewardship	4
De-identified Data	4
Implied Consent	5
Patient- (or Person-) Generated Health Data	5
Real-world Data	5
Social Determinants of Health Data	5


[bookmark: _heading=h.44c2gxmhuvhr]Introduction
Understanding your health data is a key part of your health care journey, but understanding the terms used to describe how information is collected, shared and protected can be challenging. HDRN Canada’s Public Advisory Council developed this glossary to help you make sense of these terms and better navigate your health care experience. By understanding who has access to your health data, how your data are used and why it matters, you can ask the right questions, make informed decisions and feel more confident in managing your care.
Sometimes “health data” and “health information” are used interchangeably; however, they can mean slightly different things. Health data refers to data about a person’s health or health of a community (for example, patient health records, social determinants of health, information about health collected in research studies, etc.).* Personal health information (sometimes referred to as patient data) is health data that is specific to a unique and identified individual.**
[bookmark: _heading=h.ochx5u2hvjfh]Plain Language Health Data Glossary
[bookmark: _heading=h.u0ef26h8gqwb]Administrative Data (or Routinely Collected Data)
Administrative data come from everyday use of health care programs and services. These type of data are not meant to improve the quality of health services but can be a good source of information. 
Example: These data are created by visiting your doctor or a hospital, living in a care home or filling prescriptions. Researchers can use administrative data to answer important questions about the health care system and the patient experience.
[bookmark: _heading=h.og0bn1t3fxz4]Anonymized Data
All personal information that can be used to identify you is removed. Unlike de-identified data, anonymized data have no code to reidentify you and it is therefore almost impossible to identify you from the data.
Example: If a hospital studies the time it takes people to recover from surgery, only general details like age range, type of surgery and recovery time are shared. Since the data cannot be traced back to specific patients, they are considered to be anonymized.  
Confidentiality
People who can access, use and share your health data must do so in a safe and responsible way, while keeping it private and secure.
Example: Hospitals protect patient records by ensuring only authorized medical staff can access them. They use security measures like passwords and staff training to ensure compliance with the law and to keep the information private and safe. 
[bookmark: _heading=h.9vuy8mccv4zk]Data Ownership (“My Data”)
Data ownership (my data) means having control and ownership of your personal health information. Your health care provider or researcher is responsible for collecting, storing, using and destroying that data according to the law. 
Example: There is a difference between your personal health data (which you own) and health records (owned by your health care provider). Health records contain your health data, but also include other elements, like doctor’s notes, observations and treatment plans, created during your medical care. You do not own these records, but you have legal rights to access your information contained within them.
[bookmark: _heading=h.cuejzpogsfy9]Data Privacy
It is your right to control data about your health and have them kept safe. This means you can decide when, how and how much of your personal health information is shared with others.
Example: After getting a medical test, you get to decide who can see your health data, like health care providers, insurance companies or research institutions. You may choose to share results only with your doctor while keeping them private from others.
[bookmark: _heading=h.ckextlxr2dp8]Data Stewardship
Data stewardship refers to the management of data to make sure they are accurate, protected and used responsibly. This involves improving data quality and making decisions about who has access, for what purpose and to whose benefit.
Example: A clinic collecting patient information, like medical history and test results, must practice data stewardship. This ensures that health information is correct and up-to-date, that only authorized staff like doctors and nurses can see the data and that data are used to improve patient care and for public benefit. This careful handling protects patients' privacy and ensures ethical and effective use of data.
[bookmark: _heading=h.chmv87nw2zn5]De-identified Data
De-identified data is information about you that has been changed to remove details like your name, address and health history. Removing these details reduces the risk of data being associated with individuals when health data are used for research and analysis.
Example: A researcher at a hospital might collect health data about your medical condition. Your name, date of birth, address and details about your health conditions are removed and replaced with a code. If necessary, the researchers can use the coding system to re-identify you for follow-up studies or to verify results, ensuring that personal privacy is maintained during the research process.
[bookmark: _heading=h.2z0sdtt4urzl]Implied Consent
You automatically give permission to have your information collected and used when accepting certain medical treatments or services. This means that health care professionals may use your information to monitor or learn more about your health. Approved researchers may use that information (in a de-identified form) to improve health care for everyone.
Example: When you go for a blood test, you give your implied consent to allow the lab to analyze the sample, update your health records, track health changes and, if needed, share your data with public health organizations.
[bookmark: _heading=h.2jpotftii9wh]Patient- (or Person-) Generated Health Data
Patient- or person-generated health data, such as medical symptoms, health history or data from medical devices, come directly from patients.
Example: A person with diabetes uses a glucometer to measure their blood glucose several times per day. They write the numbers down and share with their health care provider at their next visit.
[bookmark: _heading=h.wab6ahd3qcim]Real-world Data
Real-world data refers to data that come from sources outside traditional research studies (e.g., clinical trials).
Example: Data can come from places like electronic health records, hospitals, insurance companies, pharmacies, wearable devices such as smart watches, heart monitors or continuous glucose monitors, etc. 
[bookmark: _heading=h.lkhyz62zq87e]Social Determinants of Health Data
Social determinants of health data include information about living conditions, income, education and other factors and conditions in your life that can have a positive or negative impact on your health 
Example: Researchers might identify that people with lower incomes experience higher levels of a chronic disease, like diabetes. Public health programs can then be developed that help reduce chronic disease risk factors in specific populations.
*Definition adapted from Expert Advisory Group Pan-Canadian Health Data Strategy (2021). Charting a Path toward Ambition (https://www.canada.ca/en/public-health/corporate/mandate/about-agency/external-advisory-bodies/list/pan-canadian-health-data-strategy-reports-summaries/expert-advisory-group-report-01-charting-path-toward-ambition.html)
  **Definition from Digital Governance Council (2024) Health Data and Information Lexicon First Edition (https://dgc-cgn.org/standards/find-a-standard/standards-in-health-data/health-data-lexicon/)
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